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ABSTRACT

Recent years have brought microarchitectural security into

the spotlight, proving that modern CPUs are vulnerable to

several classes of microarchitectural attacks. These attacks

bypass the basic isolation primitives provided by the CPUs:

process isolation, memory permissions, access checks, and

so on. Nevertheless, most of the research was focused on In-

tel CPUs, with only a few exceptions. As a result, few vulner-

abilities have been found in other CPUs, leading to specula-

tions about their immunity to certain types of microarchi-

tectural attacks. In this paper, we provide a black-box anal-

ysis of one of these under-explored areas. Namely, we inves-

tigate the flaw of AMD CPUs which may lead to a transient

execution hijacking attack. Contrary to nominal immunity,

we discover that AMDZen family CPUs exhibit transient ex-

ecution patterns similar for Meltdown/MDS. Our analysis

of exploitation possibilities shows that AMDs design deci-

sions indeed limit the exploitability scope comparing to In-

tel CPUs, yet it may be possible to use them to amplify other

microarchitectural attacks.
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1 INTRODUCTION

Modern processors implement Out-of-Order (OOO) and Speculative
Execution to achieve better performance and higher instruction-
level parallelism. These features often lead to issuing wrong in-
structions into the processor pipeline. The reasons for the wrong
instruction stream may be a misprediction on speculation, an ex-
ception handling delay, or a microcode-assisted event. Although
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these instructions never change the architectural state, they may
be still executed on the CPU pipeline. Such execution of “invisible”
instructions is called transient execution. It is possible to detect the
presence of such execution via microarchitectural state changes
(memory caches). It has been repeatedly shown [1, 3, 4, 6, 8, 9, 11,
13, 15, 19, 22] that many microarchitectural features can trigger
violations of software security boundaries during transient execu-
tion. These attacks are represented by two big classes. The first is
LVI and Spectre-type attacks. This class targets specific instruction
gadgets in the victim domain, by “poisoning” microarchitectural
state of the processor to direct transient (speculative, out-of-order,
microcode-assisted) execution path, which allows an attacker to
control the victim’s execution and to create a covert channel. The
second is Meltdown-type attacks. This class targets architecturally
illegal data flow from microarchitectural elements (e.g., L1 Cache,
Store/Load-Buffer, Special Register Buffer). Such an illegal data flow
allows an attacker to exploit transient execution to expose data
and change the microarchitectural state. Although, Meltdown-type
attacks are represented by the separate class, Spectre-type attacks
may be built on nop of the same primitives as Meltdown-type at-
tacks. While Spectre-type attack targets wide families of CPUs from
different vendors, Meltdown-type attacks were targeting mostly
Intel CPUs.

The predominant focus of previous research on Intel may mean
that other vendors’ CPUs were not investigated as thoroughly
and may still have undiscovered microarchitectural vulnerabili-
ties. Therefore, we investigated AMD CPUs as they have a similar
architecture yet received less attention from the security commu-
nity. Even though some previous research did find vulnerabilities in
AMD CPUs (e.g., TakeAway [14] and Speculative Register Derefer-
encing [26]), it was commonly believed [18] that AMD processors
are not vulnerable to Meltdown-type attacks.

In this paper, we challenge this belief and examine AMD pro-
cessors for Meltdown-type behaviour. Originally, the authors of
Meltdown [3] discussed that they could not trigger the kernel mem-
ory leak on AMD. However, they did not observe the exact reasons
why the leak of kernel memory was not triggered. In the following
white paper, [20] AMD reported that their microarchitecture load
instructions will never fetch data if it is not architecturally allowed
in the current execution context. Although it is true, we report
another violation that is very similar to Meltdown-type behaviour.
The violation we report does not lead to cross address space leaks,
but it provides a reliable way to force an illegal dataflow between
microarchitectural elements. Unlike the previous AMD vulnerabili-
ties [14, 26], the flaw we report is the first flaw that proves that it is
possible to force an illegal data flow between microarchitectural ele-
ments. The consequence of having a code snippet vulnerable to such
behaviour may allow an attacker to poison the transient execution
of the AMD CPU from the microarchitectural element. In addition,
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when the flaw may become a vulnerability, how it can be triggered
and how it can enhance other side-channel attacks.
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